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How has internet self-regulation developed? Where does it currently stand? Where is 

it going? These are the questions Jeanne Pia Mifsud Bonnici sets out to answer in this 

book, which provides a detailed examination of the theory of self-regulation and its 

application in four areas of internet activity with the aim of determining the “actual 

function” of self-regulation in the regulation of internet activities. 

The book is certainly timely: self-regulation has achieved a central role in any 

discussion of internet governance, to the point where it has been described as a 

presumptive starting point for the regulation of internet behaviour.
1
 The current 

debate in the United Kingdom on the control of internet content provides a good 

example – from the Byron Review
2
 recommendations, to the establishment

3
 of the 

UK Council on Child Internet Safety, to proposals to block access to suicide 

information websites
4
 – in each case the proposed changes presuppose self-regulation 

as an essential component. Even where public authorities are sceptical of the 

effectiveness of self-regulation – as in the recent Report of the Select Committee on 

Culture, Media and Sport on Harmful Content on the Internet – the response is 

generally to seek to improve standards of self-regulation rather than to displace it.
 5

 

Can this work assist us in assessing these proposals? 

At the outset, the author takes a wide approach to the definition of her subject, 

identifying it as including three distinctive features: “(a) a flexible type of regulation 

model; (b) a set of rules developed and accepted by those who are taking part in an 

activity; and (c) a regulatory process” (p. 23). One notable exclusion, however, is self-
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regulation of behaviour within on-line communities – instead the study is limited to 

describing “‘formal’ arrangements of self-regulation rather than the ‘informal’ norms 

of behaviour … used between members in on-line communities”
 

(p. 5). This 

limitation, though it is common within the literature, is perhaps too restrictive given 

the rapid growth and increasing significance of sites such as Wikipedia which 

successfully combine both dimensions – “formal” arrangements of self-regulation 

(including rule-making) and “informal” norms of behaviour – in a way which may 

have lessons for other systems.
6
 

The author then sets out her core thesis, asserting that three main views have held 

sway as to the purpose of self-regulation – which she describes as substitution, co-

regulation and hybrid – and that each is at best a partial picture of how self-regulation 

actually works on the internet. Instead, the author argues for a wider understanding of 

internet self-regulation based on theories of legal pluralism and mesh (or network) 

regulation (pp. 20-22). 

What does the author mean by each of the three views she identifies? In an interesting 

discussion she suggests that there are systematic differences between European and 

United States perspectives on self-regulation, so that US commentators tend to portray 

self-regulation as a form of substitution for state regulation – something which is 

often adopted to ward off state involvement and which is essentially autonomous so 

long as it achieves the desired regulatory outcomes. Conversely European 

commentators tend, it is argued, to characterise self-regulation as a form of co-

regulation, with greater state involvement – so that self-regulation is viewed as 

involving either the state delegating authority to regulate or maintaining a degree of 

control over the operation of the self-regulatory process. Finally, in between those 

extremes the author suggests that the third main view has been one of self-regulation 

as a hybrid arrangement – that is to say, something which combines elements of both 

state and self-regulation to achieve a particular goal which neither individually could 

reach (pp. 14-19). 

The author, however, claims that each of these views is based on “limited and non-

representative knowledge of how self-regulation actually works on the Internet” so 

that these are “hypothetical prescriptive positions … and not descriptions of what self-

regulation actually ‘is’” (p. 20). For example, she characterises the work of Price and 

Verhulst
7
 as being too focused on industry self-regulation in relation to the control of 

content, in a way which makes it impossible to draw conclusions relating to self-

regulation by other types of actors in other areas (p. 5). Instead, the author sets out to 

examine a representative sample of self-regulation in four areas of internet activity 

(content control, the domain name system, technical standards and resolution of 

online disputes) and to identify factors which are common to each. 

In each of those four areas, the survey is wide-ranging and provides a comprehensive 

review of the literature – at the expense, however, of being necessarily limited in the 

extent to which it can tease out the implications of the systems described. In relation 

to internet content, for example, it is convincingly argued that self-regulation does not 
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merely substitute for or co-exist with public rules – that it is a dynamic process which 

interacts with state action in the creation, application and enforcement of rules (p. 72). 

However, the issues of legitimacy and accountability presented by self-regulation in 

this area (while they are flagged) are dealt with in a relatively brief manner. For 

example, the author discusses the role of states in providing funding to encourage 

self-regulatory schemes, and suggests that this might promote legitimacy and 

accountability in respect of these schemes (pp. 70-71) – but there is no discussion of 

whether this might equally enable states to secure regulatory outcomes which would 

otherwise be precluded by constitutional or other public law norms
8
 or to establish 

forms of censorship which evade judicial oversight.
9
 

Having examined each of these four areas, the author concludes by arguing that self-

regulation on the internet can in part be understood as a form of legal pluralism,
10

 

insofar as it involves the creation of binding rules by various groups outside the 

hierarchical structure of the state, but that it might better be understood as involving 

the creation of a regulatory mesh, in which “self-regulation and state regulation 

intertwine and reciprocally complement each other” so that they “go beyond mere co-

existence and simple interaction” and instead are “interdependent in the creation, 

adoption, application, implementation and enforcement of regulation” (pp. 199-

200).
11

 She then argues that this understanding can be used to help guide the process 

of “darning the gaps in the mesh” so that states should proceed by building on 

existing successes within self-regulation (pp. 209-213). 

To what extent, then, does the book achieve the author’s aim of determining “the 

actual function” of internet regulation? It certainly succeeds in giving a clear, concise 

and insightful analysis of the history and theory of self-regulation in relation to the 

internet, and in setting down a detailed overview of self-regulation as it applies to 

content, domain names, technical standards and online dispute resolution. 

For this reviewer, however, the exclusion of online communities from the scope of 

this work undermines its broader claim to consider a representative sample of self-

regulatory activities. The focus of this book is very much on the interaction between 

states and self-regulatory bodies, so that the role played by the user is limited – 

resembling the “pathetic dot” described by Lessig.
12

 However, as Murray points out, 

users are not merely passive recipients of regulation – they may act themselves to 

devise and enforce social controls or they may organise to resist or circumvent 

regulations imposed on them.
13

 By excluding ways in which users might themselves 
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play a part the author may neglect the possibilities presented by the “not so pathetic 

dot” for enhancing the legitimacy and effectiveness of self-regulatory schemes.
14

 

That quibble aside, this book is a worthy contribution to the literature and can 

confidently be recommended to anyone interested in internet governance. 
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